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 Abstract
Purpose:
To examine the digital voting process for student council within The University of Copenhagen (UCPH) and compliance with GDPR and traditional views on privacy of information. Furthermore, to examine if UCPH as an institution and/or if the students at UCPH has experienced ethical or democratic challenges caused by or under influence by the digital voting process.
To explore the development of balance between privacy and security within the digital information society. The voting process is one of the basic rights and duties within a modern democracy. By exploring privacy and ethics issues based on a case story this paper aim to examine the alleged dichotomy between privacy and security in the modern information society.
Design/methodology/approach:
The design is a comparative study of empirical material gathered from publications by UCPH, questionnaires answered by staff by mail and interviews with students at UCPH. The methodology is as comparative assessment of the different cultures that are in play in the empirical and theoretical objects. The approach is from an ANT perspective that sees cultures as a rhizome of informational structures consisting of actors and networks
Findings:
The study there for conclude that the traditional dichotomy between privacy and security has been challenged by a "reflexive surveillance society" where, like in the former 3 organs of power (Magtens 3 deling. Montesquieu), the "users", students, institution and voters are getting new opportunities, but also new obligations.
Originality/value:
The findings are original / novel and point to Consensus (Ø) within ANT networks as a possible solution to automatic detection (O/I) / algorithm bias (I/O) and early detection of WMD and correction by implication of the presented 3-fold path of privacy and security balance (P/S balance) defined by (1) Institutional consensus, (2) Individual consensus and (3) Information ethics and privacy consensus, that in total sum up to Consensus (Ø)
The balance between privacy and security resulting in Consensus(Ø).
The evaluation of the the balance between privacy and security within digital products or digital civilization can be equated by examining if
0/I +  I/O = Ø
if not the 3 fold path of privacy and security balance can be employed to develop balance between privacy and security. Added value of consensus is thus developed by verbalisation and thereby reaching Consensus. (Ø)
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